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Abstract  
Context: The natural crises national information system (NISNC) has a key 

role in promoting natural crisis management by analyzing and understanding 

the situation, managing and allocating the resources, coordinating actions and 

supporting of decision making and exchanging of information. The purpose of 

this paper is to examine the NISNC general and technical characteristics and 

functional capabilities in Germany, the Netherlands, Romania, and Turkey. 

 Evidence Acquisition: This comparative study was conducted using databases 

like Google Scholar, Science Direct, PubMed and Scopus in the period from 

2000 to 2017. The following featured were under the focus: being nationalized 

and computerized and availability of information. From among the 41 available 

studies, 24 were examined among which 12 belonged to Germany, 6 to the 

Netherlands, 3 to Romania and 3 to Turkey. Finally, the information obtained 

from different countries was compared on the basis of comparative tables. 

Results: In all countries, the Interior Ministry was in charge of NISNC and 

NISNC is used in the entire cycle of crisis management (the Netherlands is 

used only in the reaction phase). This system has a modular design, distributed 

database, and mirror server. Synchronization allows the data recording in a 

system gets registered in other systems. NISNC is designed for static and 

dynamic data collection, with offline access allowed only in the Netherlands. 

The most common functional capabilities of the NISNC in selected countries 

were resource management, communication and reporting, status management 

and geographic information system.   

Conclusion: NISNC leads to the improvement of cooperation, information 

exchange and coordination in the management of natural crises through 

providing methods, terminology, information formats, and standard operating 

procedures. 
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1. Context  
Crisis Management and Information 

Systems 
     Appropriate and efficient management of 

natural crises requires the coordination of 

the activities of various organizations to 

employees, business cultures, diverse 

technical systems and expertise [1] that is 

subject to the   cooperation of the   members  

 

of the national organizations and multiple 

local teams that work together to perform 

specific functions [2]. This puts 

organizations in need of communications [ 

3 and 1] and sharing the information [5], 

which depends heavily on information 

management due to the complex 

information environment of crisis [6]. 
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National Information System of 

Natural Crises (NISNC) 
     Crisis information management will be 

enhanced by the use of a proper information 

system that supports the data and 

information flow in crises [7]. The various 

information systems are used in crisis 

management while the new approach in this 

field is using integrated and national 

systems in crisis management [6]. National 

information system of natural crises 

(NISNC) paves the path for crisis 

management promotion through 

understanding and analyzing the location 

[6], managing resources [8], supporting 

decision making, coordinating the actions 

and supporting the exchange of information 

[9]. This system offers an effective and 

efficient structure for communication and 

coordination between agents and national 

and local organizations and helps problem-

solving [7]. 

The system should be capable of supporting 

things like controlling and commanding, 

cooperation, identifying organizational 

roles, communication, information security, 

preventive measures, alerts management, 

performance, and evaluation of compliance 

with the rules [10]. In short, these systems 

seek to provide appropriate information for 

the right people, in the right format, in the 

right place and time [11]. 

NISNC database covers data on the risk 

assessment, vulnerability assessment, 

demographic distribution, critical 

infrastructure, support routes, human 

resources, equipment, communication 

facilities, damage assessment, and relief and 

is used in all stages of crisis management 

[12].  Several factors should be noted in 

NISNC development and design such as 

social, economic, institutional, political, 

cultural and technological factors. However, 

all of them are used in all crisis 

management items, but their level or weight 

is different, based on various events and 

each country’s properties [13]. The 

organization’s internal management, 

external policies, information coordination, 

and support are these systems' critical 

success factors [14]. 

The most important requirements for the 

NISNC design and development includes 

support for various functional areas, support 

for available infrastructure, using an agreed 

terminology and existence of 

interoperability [11]. A NISNC is effective 

and useful when system users, time, format 

and information distributing mechanisms 

are exactly specified and when its data is 

reliable, valid and access to it is easy and 

fast [15]. 

 

NISNC in Different Countries 
     The crisis management is one of the 

government’s great roles and 

responsibilities and because of its 

sensitivity, the Interior Ministry, which is in 

charge of handling domestic special and 

great issues is the work operator. Ministry 

of Interior performs these tasks through the 

establishment of independent central crisis 

management in all studied countries 

(Germany, the Netherlands, Romania, and 

Turkey). National Crisis Management 

Center has the country divisions, with its 

corresponding centers created in provinces. 

This center is the best option for the 

development and maintenance of crisis 

information systems due to its expertise, 

resources and legal tools. At first, in the 

design of this system, the political power 

structure and the responsible institutions 

and organizations, and the way of their 

cooperating and coordinating with each 

other are noted; then, the attention is given 

to the system designing or architecting and 

developing [16-18] 

Efforts have been made in Germany to 

organize available federal and state 

networks and systems in the form of a 

federal system rather than designing a 

completely new network or system. This 

results in reduced costs and better users’ 

reception and increased efficiency and 

system productivity. In the field of 

architecture, deNIS II plus has considered 

two separate systems one of which is used 
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in public informing and the other one for 

information management. This results in 

taking into consideration management and 

security issues and preventing from 

increasing system traffic and its related 

problems due to people's visitings besides 

public education and promotion of popular 

culture in the face of crises and appropriate 

informing in crises [17 and 19]. 

In the Netherlands, measures have been 

taken to access the system in offline form 

because of the system focus on information 

exchange during the crisis, [20]. This is of 

great importance due to the possible 

damage to communication infrastructure, 

since the destruction of infrastructure, 

Internet outages and information exchange 

problems can have a devastating impact on 

crisis management. 

There are three different operating levels of 

systems in Romania. At the lowest level 

(focused level on data), collection, 

processing and suitable dissemination of 

data are considered. The focus on helping 

commanders and managers is for 

conducting crisis management operations at 

the operational level. At the highest level 

(level of the decision making) attempts are 

to use decision support tools in order to 

improve the decision-making process output 

[21]. 

The studied system in Turkey is part of an 

e-government big project and is coordinated 

fully with other national information 

systems. There have been no national 

standards for data management in Turkey, 

so international standards have been used to 

ensure the flow of information between 

different centers [20]. Unlike the other 

countries, Turkey has tried to use open 

source standards in order to prevent 

problems associated with the copyright 

which impede easy use of the system by 

different institutions and associations. It has 

also used financial, technical, and foreign 

scientific support [22]. 

Developing NISNC needs an exchange of 

experiences and information with other 

countries and use their experiences in the 

development of such systems. As Iran is 

one of the top ten world countries in the 

field of natural crises, this study aims at 

investigating the overall system, technical 

features and functional capabilities in 

different countries through a comparative 

study. 

 

2. Evidence Acquisition 

     This comparative study was conducted 

in 2017. To this aim and by use of 

keywords like "information system, crisis 

management, disaster management, natural 

emergencies management, national 

information system, natural crisis, crisis 

information system, disaster information 

system," the authors searched the Google 

Scholar, Proquest, Science Direct, PubMed, 

Scopus, Springer and Embase databases and 

NISNC was studied in different countries in 

line with research targets (general and 

technical features and functionalities). 

Three main criteria were used to select the 

countries. As the first criterion, the relevant 

information system had to be computerized. 

Consequently, as Canada [23] and Denmark 

[16] had a radio system, they were excluded 

from the study. The second criterion was 

comprehensiveness and nationality of the 

crisis information system. As a result, 

Australia (with local and state information 

systems for disaster management) [24 and 

25] and Spain (which had a resource 

management information system in crisis) 

[26] were excluded. 

Due to the confidentiality of crisis 

management data in many countries, the 

third criterion was the availability of 

sufficient and accurate information. 

America, New Zealand, and India were 

excluded according to this criterion. Finally, 

four countries, namely the Netherlands, 

Germany, Romania, and Turkey had all 

three relevant criteria and were studied. 

Choosing the studies and evidence was 

fulfilled by two researchers to avoid bias. 

The two inclusion criteria in selecting 

studies and evidence were to see if they had 

discussed architecture and natural crisis 
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information systems. The exclusion criteria 

were studies investigating crisis 

management systems (not crisis information 

systems) and studies that focus only on 

simulation or training.   

Finally, 41 documents were found among 

which 2 cases had little to do with 

architecture, 3 cases were duplicate or 

overlapping with each other, 5 cases had 

noted crisis management while referring to 

data management and 2 cases were 

excluded due to failing to report useful 

information. Finally, 24 documents were 

used in the study among which 12 cases 

were related to Germany, 6 to the 

Netherlands, 3 to Romania and 3 to Turkey. 

 

3. Results 
     In this section, according to the research 

objectives, the findings are presented in 

three parts: general aspects of the NISNC, 

technical issues, and functionalities of 

NISNC. 

In all studied countries, the system is used 

by every involved individual (first 

responders, operators, administrative staff 

and operational, central and excellent 

managers). Due to security issues, the 

system is designed in such a way that only 

native users can access it, even related webs 

which usually receive and give information 

could merely access it in the national 

language. Table 1 shows the general 

features of NISNC in the selected countries.
 

Table1. NISNC general features in studied countries  

Turkey Romania Netherlands Germany               Country 

      Public features 

Ministry of Interior Ministry of Interior Ministry of Interior Ministry of Interior Authority 

MIL-EMIS EMIS LCMS deNIS II plus System name 

The full cycle of 

crisis management 

The full cycle of 

crisis management 

The reaction stage The full cycle of 

crisis management 

Application 

Internal Only Internal Only Internal Only Internal Only Availability 

Multilanguage unclear Dutch German language 

Full Full 80% Full Country coverage 

Optional Optional Optional Semi-optional How to use 

The World Bank Internal Internal Internal Fund 

 

These systems have a platform due to the 

critical value of information exchange 

during the crisis so it can access the system  

 

through computer and laptop and mobile 

and tablet. Table two demonstrates the 

technical features of NISNC. 

 
Table2. NISNC technical features 

Turkey Romani Netherlands Germany Country            

Technical features 

Modular Modular Modular Modular Design structure 

Distributed Distributed Distributed Distributed Database type 

Computer Mobile-computer Mobile-computer Mobile-computer Platform 

Online Online Online - Offline Online Availability 

Present Present Present Present Mirror server 

Present Present Present Present Synchronization 

Static-dynamic Static-dynamic Static-dynamic Static-dynamic Data type 

Semi-automatic Automatic Automatic Automatic Data exchange type 

 

These systems have functionality that 

determines the system's actions and 

operations. Table 3 shows the 

functionalities of the system.
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Table 3. NISNC functionalities in selected countries 

Turkey Romani Netherlands Germany Country   

                              Functionality 

√ √ √ √ Resources management 

- √ √ √ Decision support 

√ √ √ √ Communication 

√ √ √ √ Reporting 

√ √ - √ Simulation 

√ √ - √ Maneuver and training 

√ √ √ √ Status management 

√ - - - Command 

√ - - - Control 

√ - √ √ Spatial data 

√ √ √ √ Geographic information system 

- - √ - Geographic information mapping  

 

4. Discussion 
     In all studied countries, NISNC was used 

in the full cycle of crisis management, but 

in the Netherlands, the system is only used 

to respond to the crisis. This could be due to 

the specialized approach to managing 

different phases of the crisis and the 

existence of information systems for 

managing other phases. In Germany and the 

Netherlands, the national language is used 

for the presentation and display of 

information [17 and 20],but Turkey also 

provides information in English [22] so that 

international experts working in Turkey but 

not fluent in Turkish can access it. In 

general, Turkey has taken an international 

approach because it has used foreign funds 

to develop the system and has used an 

international language to display and report 

information. 

All of these systems have a modular design, 

but they differ in type and connection 

between modules. The most common 

modules are communication, planning, 

resource management, and geographical 

information system but each country uses 

different modules and functionalities 

according to its crisis management 

processes. For example, the documents 

exchange modules, tasks, and advertisement 

were used in the Netherlands[20], the 

situation management module belonged to 

Germany[17], modules of creating the task 

force, budget, rescue, and hazardous 

materials management modules existed in 

Romani[21] and administrative and 

decision-aid modules were used in 

Turkey[22]. Online access was available in 

all countries, but offline was also available 

in the Netherlands .This is especially 

important in the event of crises that disrupt 

access to data and quick decision-making. 

Some of these systems functionalities (such 

as communications, management, and 

geographical information system) act as 

essential tasks of crisis management and 

usually exist in all relevant systems; but the 

other functionalities will be determined 

based on need assessment studies and 

overall structure of the crisis management 

in each country and its requirements. For 

example, Turkey also uses this system for 

command and control [22] or in the 

Netherlands Geographic information 

mapping is used to convert geographical 

information from different structures and 

terminologies [20].  This means that each 

system can have different functionalities 

based on their environmental and field 

conditions.
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5. Conclusion 
     In all studied countries, the highest 

authority for internal affairs is responsible 

for NISNC development and 

implementation. They have applied similar 

strategies with different approaches in order 

to meet their local needs according to a 

comprehensive scientific model. In 

technical aspects, these systems 

approximately were similar across 

countries, all of which emphasized 

standardization of data, used the same 

structure and architecture, and emphasized 

wide and reliable accessibility. The crisis 

management structure, the rate of gravity, 

the information technology infrastructure 

and the level of access to spatial technology 

are factors that determine the capabilities of 

the system. 
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